[Name of Center]
RECOVERY OF OPERATIONS FOLLOWING EMERGENCIES

Note: Recovering from an emergency or disaster is usually a gradual process. Safety is a primary issue, as are physical and mental well-being. If assistance is available, knowing how to access it makes the process faster and less stressful. This section offers some general steps to take after disaster strikes in order to begin getting your Center, your business, your community, and your life back to some sense of normal. 

Critical business functions which may be interrupted in an emergency are:
1. Receiving client intakes and processing
As soon as possible after the emergency, email needs to be established to receive intakes. Staff will be relocated if needed to process the information. Potential clients will be notified of the crisis at the center and an expected contact time frame provided.
2. Retrieval of daily clinicians’ schedules
As soon as feasible, the client data from the backup drives will be loaded. There may be several days when data is not available.
3. Scheduling or cancelling client appointments
As soon as data is retrieved clients with appointments will be notified of the relocation of the offices. It will also be necessary to notify all third party payers of the temporary relocation of the center’s offices. Credentialing changes will be made if needed.
4. Maintaining client files (paper and electronic)
The Center will need to protect clients’ rights and privacy, including the integrity of 
protected health information records as soon as is feasible.
· Paper client files – if the files are on site, they should be assessed for damage. Files will be relocated to a secure location (storage facility if necessary), to assure the safety and protection of client PHI. If paper files are found to be unusable, they will be destroyed by shredding.

· Electronic client files – all client data on the backup tape will be 	secure until it can be relocated to a new system. The electronic information may not be immediately available.

In order to maintain treatment and billing records in accordance with payer and regulatory requirements, the following procedures should be followed:
· Paper session note forms and day sheets will be provided to all clinicians. These forms will be completed and a temporary file established.

· A safe location for clinicians to see clients – The Crisis Team will contact alternative locations as soon as possible following the crisis. The alternative site must be safe for all clients and employees.
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· Provide emergency behavioral health services – Clinicians will be responsible for contacting clients who may need services prior to the establishment of an alternative site.
RECOVERY OPERATIONS:
1. Documentation: An inventory of the physical assets of the Center will be compiled and updated annually in January. All major acquisitions should be documented as they are added. A copy of all insurance policies, bank account numbers will be compiled and kept off site. These should be updated as needed, but at least once a year.
2. As soon as possible following an incident, the crisis management team will make a determination of the damage of equipment and property and compare with the physical asset inventory mentioned above. 
3. Alternative location(s):  If a portion of the building is unusable, the staff in those location(s) will be relocated to another area of the building or an alternative location. The Crisis Management Team will contact an alternative location if the building is a total loss or unusable for an extended period of time. If supporting congregations are unable to meet the short term needs of the Center, the Crisis Team will be tasked with finding another alternate location.
4. Emergency payroll:  Payroll can be processed at any computer with internet if the Center utilizes direct deposit. Compensation will be determined in accordance with the Center’s policy and procedures.
5. Technology and Technical Recovery Procedures:  Documentation of all technology hardware, software and licensing information will be kept in an offsite file by the Executive Director. The Center will work with IT to secure technology equipment as quickly as possible. The Center Board’s Executive Committee or full Board must approve all emergency fund requests.
6. Records Back Up – The Executive Director is responsible for backing up the Center’s critical records including payroll and accounting systems. Back up records, including a copy of this plan, site maps, insurance policies, bank account records and computer backups are stored offsite.
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(EMERGENCY SHUT DOWN AND RESTARTING THE SERVER)

Shutdown Sequence:
1. Login to the server
2. Initiate standard shutdown
3. Press the power button on the NAS once
4. Wait for the NAS to power off
5. Unplug the power cables from the server, NAS, and external hard drive

Startup Sequence:
1. Plug the power cables into the server, NAS, and external hard drive
2. Press the power button on the NAS once
3. Wait for the NAS power light to stay solid
4. Press the power button on the server
5. Login to the server
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